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In early May, Unit 42 discovered an attack campaign against at least one defense company in Russia and one unidentified
organization in South Korea delivering a variant of Bisonal malware. While not previously publicly documented, the
variant has been in the wild since at least 2014. There are three primary differences between it and older Bisonal
malware including a different cipher and encryption for C2 communication, and a large rewrite of the code for both
network communication and maintaining persistence. To date, we have only collected 14 samples of this variant,
indicating it may be sparingly used. The adversary behind these attacks lured the targets into launching the Microsoft
Windows executable malware by masquerading it as a PDF file (using a fake PDF icon) and reusing publicly available data
for the decoy PDF file’s contents.

Attacks using Bisonal have been blogged about in the past. In 2013, both and revealed attacks using
Bisonal against Japanese organizations . In October 2017, AhnLab published a called “Operation Bitter Biscuit,” an
attack campaign against South Korea, Japan, India and Russia using Bisonal and its successors, Bioazih and Dexbia. We
believe it is likely these tools are being used by one group of attackers.

Though Bisonal malware has been in the wild for at least seven years and frequently updated, the actors keep using same
high-level playbooks. Common features of attacks involving Bisonal include:
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e Usually targeting organizations related to government, military or defense industries in South Korea, Russia, and oy
Japan.

e In some cases, the use of Dynamic DNS (DDNS) for C2 servers.

e The use of a target or campaign code with its C2 to track victim or attack campaign connections.

e Disguising the Bisonal malware as a PDF, Microsoft Office Document or Excel file. Please upgrade to a supported browser

e The use of a decoy file in addition to the malicious PE file to get a reCAPTCHA challenge.

e In some cases, code to handle Cyrillic characters on Russian-language operating systems. Al et o e ree s g

this page in error, please check your

We observed all these characteristics in the latest attacks against both Russia and South Korea.
internet connection and reload.

Targeting Russia

While investigating attack campaigns, Unit 42 discovered a targeted attack against at least one organization in Russia
which provides communication security services and products. The targeted organization specialises in encryption and
cryptographic services and develops a broad number of secure communication products which also includes
telecommunication systems and data protection facilities. Given the sensitivity of the products being developed by the
target organization, it is not a surprise to see a targeted attack towards the organisation by a known threat actor.

Figure 1 shows the spear-phishing email sent to the target organization. The email was spoofed to look like it was sent
from , a Russian state corporation that promotes the development, production and export of high-tech industrial
products. The contents of the email suggest it was sent from the legal support and corporate governance department of
Rostec and includes project details aimed at improving the housing conditions of defence industry workers. It is
interesting to note there is a relationship between the target company and Rostec: the attackers may be trying to exploit
the relationship between Rostec and the target to add an additional air of legitimacy to the attack.
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Figure 1. Spear-phishing email sent to the Russian company

Below is the translation from Russian into English by Google Translate.

Subject:
A comprehensive project to create housing and construction cooperatives for defence workers

Bodly:
Good afternoon, dear colleagues!

By the May Day, | am sending you a comprehensive project aimed at improving the housing conditions of defence industry
workers

Congratulations!
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Attachment:
Comprehensive project for the creation of housing construction cooperatives for defence workers .exe

As you can see in Figure 1, some email clients do not display the attachment as the PDF. However, if you save the file on
the computer, it looks like a PDF document because the executable file has the PDF icon in the resource.

Once the malicious executable attachment is opened, the main payload is dropped in the victim machine and displays a
decoy file to the victim. Figure 2 shows the contents of the decoy file which is a PDF whose contents are an exact match
to an . The article discusses new housing project plans by
Rostec and other state departments, and the benefits to the defence industry workers who are eligible for free housing
under the project.
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Pocrtex

Pocrtex MHMUMMPOBAN MNUNOTHBLIA MPOEKT NO CO3AAHUI0 KUMKW LLHO-CTPOMUTENbHbIX
KoonepaTMBOB ANfA paboTHUKOB «06OpPOHKUY»

2. Mockea / 30 sHeaps 2018 zoda

Poctex npu noppepkke AreHTCTBa WNOTEYHOro XWnWWHOro kKpeautosaHua (AMXKK),
Muunpomropra Poccuu u Muuctpoa Poccun npucTynun K peanuiaumu KOMNNEKCHOro
npoekTa, HanpaBneHHoOro Ha yny4weHWe XWUNWMIWHLIX YCNOBMW pabBoTHWKOB O6OpPOHHON
npomeiwneHHocTu. B ero pamkax keanupuumpoBaHHLIM cneyunanucram npeanpuatiin OMNK
npeaocTaBnAeTCA BO3IMOXKHOCTbL BCTYNWTL B XWWLWHO-CTPOUTENbHbIE KoonepaTuBbl M
nony4YMTb NOA XUNMLWHOE CTPOUTENLCTBO 3eMenNbHble Y4acTkm, npeaoctasnaembie AUMKK.

MunoTHbIM NpoekT, npegycmaTtpuBalowmin BbigeneHwe nepebix 20-30 y4acTkoB ¢ NPUOOMOBOW
TeppuToprein nnowagsio ot 10 go 15 cotok, ctapToean B Mockoeckon obnactv. Ha crnegyouiem
atane aHanoridHbie Mepbl MUMWLWHOW noaaepka moryT ObiTe peanuvioBadbl B KpacHospcke,
CapaHcke, TonbaTTM K Apyrux pernoHax PO, nepeveHb KoTopbix NnpopabatsieaeTca Kopnopaumei.

Buigenedne 3emnu Ona  cOTpygHWKOB OBGOPOHHBLIX 3aBOAOB NOL  KWIWLLHO-CTPOMTENbLHLIE
KoonepaTuebl npouasogutcs GeapoamesgHo B pamkax ®3 161 ot 24.07.2008 «O cogeWcTBUM
Pa3sBUTUIO  KUMULLHOTO CTPOUTENbCTBa» W BEOOMCTBEHHbIX akToB MwHnpomTopra Poccun.
MpereHgoeatb Ha y4yacTkM MoryT paboTHUKM OBOPOHHLIX NpPeanpuATUA — CcneyuanucTbl
WH¥XeHepHbix, pabounx KM Opyrux BocTpeboBaHHbIX cneunansHocTeln, oTBevallme TpebosaHMaM
nporpammsl. Mocne 3apeplweHnA CTPOUTENLCTBA W BBOAA B JKCNNyaTaUMIO XWNbA 3eMenbHble
Yy4YacTKM, Ha KOTOpbIX pa3MelleHbl WHOMBMAYanbHble XuNble Aoma, Oyayt nepepaHst B
cobcTeeHHOCTL rpaXaaHam.

dopmMansHbie KpUTepUK ANA ydacTus B nporpamme: ctax pabotsl Ha npeanpusTum OMNK He meHee 5
net nubo BoapacT meHee 35 neT, OTCYTCTBME y4acTka 3eMnu, NPeaocTaBNeHHOro rocynapcTeoMm, a
TakKe MNOTPeBHOCTL B YNYULEeHUM XUNWLHBLIX ycnoeui. [MpuopuTer otgaetcs cOTpyAHUKaMm ¢
MHOrOAETHEIMW CEMBAMK W APYrMM KAaTeropusaM HYXOalWmMxca rpaxagad. YnpaeneHueckuii annapat
lockopnopauumi PocTex B NpoekTe He y4acTeyer.

«[ocyfapcTBeHHas NPOMBLILLNEHHOCTL CEerofqHA aKTMBHO KOHKypupyeT ¢ JacTHelM GuaHecom B
Gopbbe 3a kBanuruMpoBaHHbie kagpel. Halwa saga4a — co3gate MakcMMansHo NpUBneKkaTenbHble
YCNOBMA Tpyda ANA COTPYOHMKOB peaKkMxX W NPUOPUTETHBIX CheuWanbHOCTEN: WHXEeHepoB,
KoHcTpykTopos, MT-cneumwanucros, onepaTopoB CTaHkoB, kBanwdWumpoBaHHbix pabounx wm 1.4
KniouesbiM chakTopom ONA NPUBNEYEHUA CNeUManicToB ABNAETCA pelleHne XunmwHoro sonpoca. B
pamkax MWNoTHOro NpoekTa Hawwm napTHepom BbicTynuno AWK, c kotopeim y Kopnopauuu
3akni4eHo  cornailleHWe 0 COTpyAHWYecTse», - OTMETUNa PYKOBOAWTENb HanpasBneHws
¢hMHAHCOBOMO NNAHWPOBaHWA W COLManbHbIX Nporpamm [enaprameHta 3KOHOMMKA WM (bMHAHCOB
[ockopnopauun Poctex KOnua LiBeTkoea.

«MunotHein XCK B MctpuHckom paitoHe Mockoeckon obnactv 6yger uMMeTb  XOpOLyio
TPaHCNOPTHYH AOCTYNHOCTL. Y4yacTok obwen nnowaasto 6,81 Na pacnonoxeH B HenocpeacTBEHHON
6nuaoctv or Bonokonamckoro wocce, Ha nepeceveHW ¢ MOCKOBCKMM ManbiM Konbuom, B 5
kunometrpax ot r. Mctpbl m B 33 kunometpax ot MKAL. MecTtHasa uHcbpacTpykTypa BKNKOYaeT HOBYIO
wKony, 2 AeTckux caga, 2 NoNuMKNMHUKK (B3pocnas W Aetckas), cnoprkoMmnnekc ¢ GacceHom w
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Figure 2 Decoy pdf file

Upon further analysis of the malware payload, we determined it is part of the Bisonal malware family. Since the details of
the malware family have already been published, we will discuss some of the unique indicators and techniques the threat
actor behind Bisonal employed in this campaign.

Malware Analysis
Malware Dropper

The dropper executable file in the Russian attack hides the encrypted Bisonal DLL file and non-malicious decoy file at the
end of its body. Once executed, the dropper decrypts the data blob using the RC4 cipher with the key, “34123412", saves
them in the path shown below and executes them.

Type PATH SHA256

Dropper | N/A b1da7e1963dc09c325ba3ea2442a54afea02929ec26477a1b120ae44368082f8

EXE

Bisonal |C:\Windows\Temp\pvcu.dll 1128D10347DD602ECD3228FAA389ADD11415BF6936E2328101311264547AFA75
DLL

Russian | C:\Windows\Temp\KomnnekcHbil | F4A31EOBED6B4B7FFEF5E40B1B4B7078F2538F2B2DB2869D831DESD7DF26EE6CD
Decoy |npoeKT Mo co34aHuI KUINLLLHO-
PDF CTPOUTESIbHbIX KOOMEPaTMBOB A5
paboTHMKOB 060pOoHKM.pdf

Table 1. File hashes and paths targeting Russia
The dropper then creates following registry entry to execute the Bisonal sample when the computer reboots:

HKEY_CURRENT_USER \Software\Microsoft\Windows\CurrentVersion\Run\"vert” = “rundll32.exe
c:\windows\temp\pvcu.dll , Qszdez”

Bisonal main module

The DLL (pvcu.dll) is Bisonal malware but using a different cipher for C2 communication that other publicly documented
samples. in 2014 and in 2015 reported on Bisonal using a simple XOR cipher to hide the C2
address strings in the body. The Bisonal sample we observed in this case employs the RC4 cipher with the key
“78563412". To date, all Bisonal samples we have seen using RC4 use this same key. The oldest sample we have dates to
2014, so this variant has been in the wild for several years.

Adding to the change in encryption type, a large part of the code such as network communication procedures, and the
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persistence method have been re-written. For example, the Bisonal malware in 2012 used send() and recv() APIs to
communicate with its C2. For this variant, the developer wholly recreated C2 code from scratch by using other network
APIs, such as HttpSendRequest() and InternetReadFile().

This Bisonal variant used in the latest attack communicates with one of the following hard-coded C2 addresses by using
the HTTP POST method on TCP port 443.

e kted56erhg.dynssl[.Jcom
e euiro8966.organiccrap[.Jcom

These domains are provided by a free DDNS service and both resolve to the same IP address, 116.193.155].]38.

When this Bisonal variant communicates with its C2, the malware sends an HTTP POST request with the static strings
“ks8d” and “akspbu.txt”, and the IP address of the compromised machine. Figure 3 shows the initial HTTP POST request
to the C2 server.

v Hypertext Transfer Protocol
» [Expert Info (Warning/Security): Unencrypted HTTP protocol detected over encrypted po
» POST /ks8d192.168. W8 "Makspbu.txt HTTR/1.1\r\n
User-Agent: Mozilla/4.8 (compatible; MSIE 6.8; Windows NT 5.0;
Host: kted56erhg.dynssl.com:443\r\n
» Content-Length: B\r\n
Connection: Keep-Alive\r\n
Cache-Control: no-cache\r\n
\r\n
[Full request URI: http://kted56erhg.dynssl.com:443/ks8d192.168. Il akspbu. txt]
[HTTP request 1/1]
[Response in frame: 27]
File Data: 8 bytes
v Data (B bytes)
Data: B81b2a8977ea3lbll

JNET CLR 1.1.4322\r\n

[Length: 8
81 17 00 4d 49 2@ B0 @6 74 Bl cP a8 b4 82 74 ¢l A I S t.
9b 26 c@ @5 01 bb 4f 11 «¢2 1c d7 77 a4 96 50 18 abicsaala sunnsaPe
49 29 3c 74 00 @@ 50 4f 53 54 20 2f 6b 73 38 64 @)<t..PO ST /ks8d
31 39 32 2e 31 36 38 2e o = i 61 192.168. = a

6b 73 70 62 75 2e 74 78 74 20 48 54 54 5@ 2f 31 kspbu.tx t HTTR/1
2e 31 0d @a 55 73 65 72 2d 41 67 65 6e 74 3a 20  .l1..User -Agent:
4d 6f 7a 69 6c 6c 61 2f 34 2e 30 20 28 63 6f 6d Mozilla/ 4.8 (com
70 61 74 69 62 6¢c 65 3b 20 4d 53 49 45 2@ 36 2e patible; MSIE 6.
30 3b 20 57 69 6e 64 6T 77 73 20 4e 54 20 35 2e @; Windo ws NT 5.
30 3b 20 2e 4e 45 54 20 43 4c 52 2@ 31 2e 31 2e @; .NET CLR 1.1.
34 33 32 32 @d @a 48 6f 73 74 3a 20 6b 74 65 64 4322..Ho st: kted
35 36 65 72 68 67 2e 64 79 6e 73 73 6¢c 2e 63 6f 5S6erhg.d ynssl.co
6d 3a 34 34 33 @d 2a 43 6f 6e 74 65 6e 74 2d 4c  m:443..C ontent-L
65 6e 67 74 68 3a 20 38 ©d @a 43 6f be 6e 65 63 ength: 8 ..Connec
74 69 6T 6e 3a 20 4b 65 65 70 2d 41 6¢c 69 76 65 tion: Ke ep-Alive
100 @d Qa 43 61 63 68 65 2d 43 6f 6e 74 72 6f 6c 3a ..Cache- Control:
2110 2@ 6e 6T 2d 63 61 63 68 65 @d @a @d @a 81 b2 a8 no—-cach e...uiaas
2120 97 7e a3 1b 91 Nea
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Figure 3. Initial network C2 beacon

Readers may notice the missing closing parenthesis in the User Agent request header. That string is hardcoded in this
malware variant. We have more than 230 samples of Bisonal in total and only 14 samples since 2014 use this incomplete
User Agent string. It is unclear whether the author forgot to add closing parenthesis while developing the code, or
intentionally use this string for validating the connection to the C2 server. Either way, it can be a good Indicator in
network logs for a possible Bisonal infection.

C2 Communication

Another sign of the infection is the data being sent to the C2 server during the initial connection. Every time this variant
of Bisonal communicates with its C2, it sends a unique id number and backdoor command in the first eight bytes. The
malware sends hardcoded DWORD values (0x10000 and Ox3E7) just for the initial connection and receives updated
values from the C2 and uses them for further communication. As described above, all communications between this
Bisonal variant and C2 are encrypted by RC4 cipher with the static key “78563412". As the result of enciphering static
values, the backdoor always sends identical eight bytes of data (81b2a8977ea31b91) to the C2 first.

Soon after receiving the initial beacon from the victim infected with Bisonal, the C2 replies with a session id number and
backdoor command. The session id number is consistent throughout the C2 communication. The malware then processes
the given command on the compromised system and sends the result back to C2 with the session id number and the
backdoor command number. Then the C2 replies with that same session id number. The backdoor waits five seconds and
restarts communication with the C2 with the same session id number.

Below is an example of the reply to the command, “get system info”. The actual traffic between the C2 and Bisonal
sample is on the left side, and the decrypted payload is on the right side. The first DWORD (four bytes) is the given
session id, 0OxO0000003, and the next DWORD is a backdoor command, OxO00000C8. At offset 8 of the decrypted
payload, there is a campaign or target code. In this sample, it is “0425god”.
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Figure 4 Decrypted payload showing the target/campaign code

Following is the diagram of the session between Bisonal and C2.
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Communication between Bisonal and C2

Malware C2

Initial Beacon, 81b2a8977ea31b9l

Id number and command

Id, command, tag and command resulth

Id number

Malware C2

Figure 5. Bisonal C2 communication flow

The following table shows the list of backdoor commands this sample supports.

Command Meaning

0x000000CS8 | gets system info
0x000000C9 | gets running process list
0OxO00000CA | terminates process
0x0O00000CB | accesses cmd shell
0x000000CD | downloads file
0x000000CF |executes file
0x000000D1 | creates file
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Table 2 Backdoor commands

Strong Interests in Cyrillic

Previous reports have discussed Bisonal malware used in attacks against Japan, South Korea and Russia. This particular
sample we found targeted an organization in Russia and there is a specific system language check for Cyrillic and no
others. When the backdoor receives the shell access command, it checks the code page of the compromised system. If
it's Cyrillic and the command to the shell is not ‘ipconfig’, the threat converts the command result text encoding from
Cyrillic to UTF-16. For any other code page the malware presumes the resulting text as default Windows ANSI code page
and also converts it to UTF-16. It is not known why the malware author called out Cyrillic specifically when the malware
would convert any text to UTF-16. Windows ANSI code pages supports ASCII characters and non-ASCIl values as the
international characters depends on the OS language. UTF-16 can support maximum 1 million characters in Unicode. To
avoid corrupting Cyrillic (and other language) characters in the results, the developer added the code to the malware.

.text:10002071 cmp [esp+ﬁq9@h+codppaapj 866 ; Cyrillic
.text:10002879 jnz short cp_is_not_Cyrilli
.text:1000207B push offset alpconfig ; 'ir::"*i:”
.text:10002080 push offset shell_command ; wchar_t =
.text:10002885 call

.text:10002038A mov ecx, [esp+@A38h+Numberu+BytesRead]
.text:1000263E add esp, 8

.text:10002091 lea edx, [esp+@A%6h+WideCharStr]
.text:10002098 test eax, eax

.text:1000289A push ecx

.text:1000209B push edx

.text:1000209C lea eax, [esp+@A98h+Buffer]
.text:1000208A3 push @FFFFFFFFh

.text:100020A5 push eax

.text:100020A6 push ebx

.text:100020A7 jz short command_is_ipconfig
.text:100020A9 push 866

.text:100020AE jmp short command_is_not_ipconfig

EOXE 10002080 ; ———— === === oo
. text:10002080

.text:100020B8 cp_is_not_Cyrillic: =

.text: 10002060 mov ecx, [esp+@A%Gh+Number0fBytesRead]
.text:100020B4 lea edx, [esp+@A9@h+WideCharStr]
.text: 100020686 push ecx ; cchWideChar
.text:100020BC push edx ; lpWideCharStr
.text:100020BD lea eax, [esp+BA98h+Buffer]
.text:100028C4 push @FFFFFFFFh ; cbMultiByte
.text:100020C6 push eax ; lpMultiByteStr
.text:10880828C7 push ebx ; dwFlags

.text:1000208C8
.text:100020C8 command_is_ipconfig: .
.text:100020C3 push ebx ; CodePage

.text:100020C9
.text:100020C9 command_is_not_ipconfig: =
.text:100020C39 call ebp ; MultiByteToWideChar
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Figure 6. Checking of Cyrillic character set

This Cyrillic/ipconfig checks in the ‘shell access’ backdoor command exists in some original Bisonal samples found in
2012. The sample (43459f5117bee7b49f2cee7ce934471e01fb2aa2856f230943460e14e19183a6) contains the marker
string “bisonal” which is the origin of the malware name. This is one of the many reasons we strongly believe the latest
samples are variants of Bisonal.

210 aBisonal db 'bisonal’,®
18 alzqqvyzmispptv db 'uzqquyzm&&’,27h,’'1spptvql~k’,®

B b b

Figure 7. ‘bisonal’ marker string
Targeting South Korea

While investigating other Bisonal samples we found another dropper submitted to an online malware database on March
6. The original file name was “20183 S UZAEA 222l (72 92) (2018.03.05).pdf.exe”. This translates to “2018 Korean
Coast Guard Government Employee (Grade 7, Grade 9).pdf.exe” in English. Similar to the Bisonal variant targeting the
Russian organization, this sample was also disguised as PDF document.
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Figure 8. Malware disguised as PDF

The dropper executable installs Bisonal and a decoy file in the paths shown in Table 3, below.

Type PATH SHA256

Dropper | N/A 0641fe04713fbdad272a6f8e9b44631b7554dfd1e1332a8afa767d845a90b3fa

EXE

Bisonal |%Temp%\ 359835C4A9DBE2D95E483464659744409E877CB6F5D791DAA33FD601A01376FC

EXE [random].tmp
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Korean |[dropper path]\[same|B2B764597D097FCB93C5B11CBD864AB1BCB894A2A1E2D2DE1C469880F612431C
Decoy |file name without
PDF .exe].pdf

Table 3, File hashes and system installation paths targeting South Korea

Though the functionality of the two dropper samples look very similar, the dropper code of this sample is completely
different from the Russian targeting sample described above.

e The dropper installs the Bisonal EXE file and decoy PDF file. These files are not encrypted and the offset to the EXE
and PDF file in the dropper is appended at the end of the dropper file. In the Russian samples, the offset to these
files is hardcoded in the code.

e The file name of the decoy file is based on the dropper file name. The dropper code creates a PDF at the same
directory, give the same name with itself to the decoy file, removes .exe and adds .pdf in the code. For example, if
the file name is ABCDEFG.pdf.exe, the decoy filename would be pdf.pdf.

e The dropper also creates two VBS scripts in the %Temp% directory with a random 4 digits hexadecimal name. One
of them opens the decoy PDF file. The other deletes the dropper and the VBS script itself.

The contents of the decoy PDF is a job descriptions with the South Korean Coast Guard. The original document was a
Hangul Word Processor(HWP) file posted on the South on March 5, 2018. Based on the
metadata we found in the PDF, we strongly believe that the attacker converted the HWP to PDF. Figure 8, below, shows
metadata added to the decoy file when converting the original file to PDF. The metadata indicates that the file was
created with Adobe Distiller 8.00 (Windows) on March 6 by “Z=EH"” (Cho Young Tae in English).

Interestingly, the same creator name is found in the decoy PDF file of another sample of the Bisonal variant
(dfalad6083aa06b82edfa672925bb78c16d4e8ch2510che18ealcf598e7f2722) submitted to an online malware database
in September 2014. This decoy is a contact list of Agriculture, Food, Rural Affairs, Oceans and Fisheries Committee of
the National Assembly of the Republic of Korea. According to the metadata, this file is also converted from an HWP
document with same tool by same creator. Though we don’t know whether the creator is real or fake information, we
can say the attacker has not changed this tool and technique for years.
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<x:xmpmeta xmlns:x="adobe:ns:meta/" x:xmptk="Adobe XMP Core 4.9-c316 44.253921, Sun Oct 91 2006 17:14:39">
<rdf:RDF xmlns:rdf="http://www.w3.0rg/1999/82/22-rdf-syntax-ns#">
<rdf:Description rdf:abou
xmlns:xap="http://ns.adobe.com/xap/1.8/">
<xap:CreatorTool>PScript5.dll Version 5.2.2¢/xap:CreatorTool>
<xap:ModifyDate>2018-03-06T14:40:52+09:00</xap:ModifyDate>
<xap:CreateDate>2018-03-86T14:40:52+09:0@</xap: CreateDate>
</rdf:Description®
<rdf:Description rdf:about="" @Iﬂg
xmlns:dc="http://purl.org/dc/elements/1.1/">
<dc:format>application/pdf</dc:format>
<dc:title>
<rdf:Alt>
<rdf:1i xml:lang="x-default">20188305170052.hwp</rdf:1i>
</rdf:Alt>
<Jdc:title>
<dc:creator>
<rdf:Seq>
<rdf:1i>&1t;C1B6BFB5C5C2&gt ;< /rdf:1i>
</rdfseq> creatodNameRe okl
</dc:creator>
</rdf:Description>
<rdf:Description rdf:about=""
xmlns:pdf="http://ns.adobe.com/pdf/1.3/">
<pdf:Producer>Acrobat Distiller 8.8.8 (Windows)</pdf:Producer>
</rdf:Description>
<rdf:Description rdf:about="" F’ragram mhm
xmlns:xapMM="http: //ns.adobe.com/xap/1.8/mm/">
<xapMM:DocumentID>uuid:a7e6c87a-c117-4dda- 7e275498cc2</xapMM: DocumentID>
<xapMM: InstancelD>uuid; ad89887c-375a-4bc6-9836-132043dbe770</xapMM: InstancelD>
</rdf:Description®
</rdf:RDF>
</x:xmpmeta>

Figure 8. Metadata in the decoy file

Main EXE

The installed EXE file is almost exactly the same as the DLL version of Bisonal variant used against the Russian
organization. Following is a brief write-up of the Bisonal EXE’s behavior. There are only three differences from the DLL
sample; creating a registry entry by itself, the C2 domain and the target or campaign code. The EXE’s behavior is
discussed below.

e |t creates the registry entry,
HKEY_CURRENT_USER\Software\Microsoft\Windows\CurrentVersion\Run\"mismyou” = %Temp%[random].tmp
to achieve persistence. In contrast, the DLL version does not create a registry entry because the dropper of the DLL
does.

e It decrypts the C2 domain address by using the RC4 cipher with the same key “78563412".

e |t connects to hxxp://games.my-homeip[.Jcom:443/ks8d[ip address]akspbu.txt by using the HTTP POST method
with the same incomplete User Agent string “Mozilla/4.0 (compatible; MSIE 6.0; Windows NT 5.0; .NET CLR
1.1.4322"

e |t sends the same initial beacon value of 81b2a8977ea31b9%1 to the C2 server.

e |t uses a different target or campaign code, “pmo”.

e [t has same backdoor commands, starting with 0x000000C8 in hex.

e |t also checks the code page and command in “shell access” and converts text from Cyrillic to UTF-16.
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Following table is the summary of the Bisonal samples described in this article.

Year |Target Campaign | SHA256 Cipher | Bisonal | Cyrillic/ |C2
Country or Target Marker | ipconfig
Code check
2012 |unidentified | 1031 43459f5117bee7b49f2cee7ce934471e01fb2aa2856f230943460e14e19183a6 XOR |YES YES jennifer998.lookinl[.]at,
196.44.49(.]1154
2014 | South 0919-1 dfalad6083aa06b82edfa672925bb78c16d4e8cb2510cbel18ealcf598e7f2722 RC4 |NO YES www.hosting.tempors.com
Korea
2018 | Russia 0425god [1128D10347DD602ECD3228FAA389ADD11415BF6936E2328101311264547AFA75|RC4  |NO YES kted56erhg.dynssl[.]Jcom,
euiro8966.organiccrap[.Jcom
2018 |South pmo 359835C4A9DBE2D95E483464659744409E877CB6F5D791DAA33FD601A01376FC |[RC4  |NO YES games.my-homeip[.]Jcom
Korea

Table 4 Summary of the Bisonal samples in this blog

Conclusion

The attackers behind Bisonal have been active for at least 7 years, and the variant used against the Russian and South
Korean targets discussed in this blog in the wild since 2014. Since the attackers frequently rewrite functions from
scratch and avoid reusing infrastructures, some samples look very different from original Bisonal malware. However, as
we discussed in this blog, the same original piece of code referencing the malware name “bisonal” remains in at least
some samples.

We are still investigating the connection between the latest attacks discussed in this blog and the previous Bisonal
attacks reported by industry colleagues. The high-level TTPs of the adversary behind these Bisonal samples matches with
previous Bisonal activity. The targets are military or defense industry in particular countries, it used DDNS for C2 servers,
and tracked connections from their victims by using target or campaign codes, as well as disguising the malware as
document file, and using a dropper to install the malware and decoy file. We currently believe one group is behind these
attacks, and we continue to investigate.

Palo Alto Networks customers are protected from this threat by:

e WildFire detects all Bisonal files with malicious verdicts
e AutoFocus customers can track these samples with the tag
e Traps blocks all of the files associated with Bisonal

loC
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Dropper SHA256:
B1DA7E1963DC0O9C325BA3EA2442A54AFEAQ02929EC26477A1B120AE44368082F8
0641FEO04713FBDAD272A6F8E9B44631B7554DFD1E1332A8AFA767D845A90B3FA

Bisonal SHA256:
43459F5117BEE7B49F2CEE7CE934471E01FB2AA2856F230943460E14E19183A6
DFA1AD6083AA06B82EDFA672925BB78C16D4ESCB2510CBE18EAICF598E7F2722
1128D10347DD602ECD3228FAA389ADD11415BF6936E2328101311264547AFA75
359835C4A9DBE2D95E483464659744409E877CB6F5D791DAA33FD601A01376FC

C2:

jennifer998.lookin[.]at
196.44.49[.]1154
www.hosting.tempors[.Jcom
kted56erhg.dynssl[.]Jcom

euiro8966.organiccrap[.Jcom
116.193.155[.138

games.my-homeip[.]Jcom
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